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Kevin Czaja

37 Dracut Street
Darchester, MA 02124

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyand these existing
powers by trying to farce the industry to actually build its systems around
gaovernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can collect information between spurces like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
waould bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicakions. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppaose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Kevin M. Czaja
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Brian Stipelman

S5 lake ave
East Brunswick, NI 08818

March 18, 2004

FCC Chairman Michae]l Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual. I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—-in wiretapping access.

I do naot believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telsphone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It 15 the eguivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a mastar key to our persenal communicatiens, the
government is creating the very real peotential for hackers and thisves or
even rogue government agents to access our personal commuhications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I lock Forward to hearing your thoughts on this matter.

Sincerely,

Brian Stipelman
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Karen Brummond
900 Washington Ave SE #519
Minneapolis, MN 55414

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice 5 request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance, The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone ¢ompanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion aof the Department of
Justice that aur new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Karen Brummond
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Camilla Zuckero

1331 Nicholson
Houston, TX 77008

March 18, z00Q4

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enfarcement to took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries faor how
the FBI can collect information between sources 1ike phone companies and data
cources like e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, 1 urge you to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Camilla Zuckerop
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Lave Sikula

1225 Aspen Dr.
Pacifica, CA 94044

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI to conduct surveillance, The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources Jike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thiaves or
EveEn rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge vyou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Dave Sikula
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Janine Melrose

PO Box 2885
La Crosse, WI 54602

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Llangstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone ¢ompanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access gur personal communications. Past
efforts to provide this sort of backdonr access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincarely,

Janine Melrose
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George S. Stanford

4700 Highland Avenue
Downers CGrove, IL 60515
March 18, 2004
FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW
washington, DC 20554
FCC Chairman Powell:
As a concerned individual, I am writing to express my opposition ta the
Department of Justice s request that all new Internet communjcation services be
reguired to have built—in wiretapping access.
If the gavernment can spy on our computer activity, so can hackers,
It’s an expense we don’'t need.

I look forward to hearing your thoughts on this matter.

Sincerely,

George Stanford
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Alex Haynes

13144 Balfour Ave.
Huntington Woods, MI 48070

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairmah Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
reguired Yo have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
hew homes be built with a peephole for lTaw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
€vVen rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-=in
wiretapping. .

I look forward to hearing your thoughts on this matter.

Sincerely,

Alex Haynes
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John Whitney

18 Pheasant Run
Chatham, IL 62629

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissicn
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary., Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. 1t is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to aoppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

John Whitney




Mon 22 Mar 2004 01.28:28 PM EST F. 10
Faige Eastman

240 Maxfield St,
New Bedford, Ma 02740

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internst Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an ¢ollect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the lTegislative process to alter that careful balance.

I understand that by requiring a master Key to our personal communications, the
goverpment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal <ommunications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Paige Eastman
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Stewart fFlorsheim

170 Sandringham Rd,
Piedmont, CA 94611

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
Even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Stewart Florsheim
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Nina Steffens

421 Deerwoad Dr,
Hailey, ID B3333

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 {12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enfarcement to look through.

I am very concerned that this requirement represents an end—run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Nina Steffens
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Karl Dickey

6124 Wista Linda Lane
Boca Raton, FL 33433

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephaone companies to allow
the FBI to conduct surveillance. The FBI is gaoing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the egquivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress., Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet <ommunication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Karl N. Dickey
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Steven Loyd

218 Shadowood Drive
Johnson City, TN 37604

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington. DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent af the governmment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress, lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources like phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
effaorts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestton of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Steven Lovyd
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Kenneth Peters

9313 Brookton Ct
Raleigh, NC 27615

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Caommission
445 12th Street SW

washington, DC 20554

FCC Chairman Paowell;

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Kenneth Peters
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Gloria & Donald Page-Gudehus

3835 Meadow View Dr
Eugene, OR 97408

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositiaon to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources like phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technalogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Cloria & Donald Page-Gudehus
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Feras Klenk

611 N LBT Drive
San Marcos, Tx 78666

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 {12th Street SW

Washington, DC 20554

FCC Chairman Powell:
As a concerned individual, T am writing to express my opposition to the

Department of Tustice s reguest that all new Internet communication services be
required to have built—1in wiretapping access.

I do not believe that the FBI needs to be eavesdropping in order to combat
rerrorism or other problems.
As i see jt-its just eroding our liberties away for se called security
measures that do not make us any safer.Thus thats why i believe that the

Justice Department suggestion aof built in wiretapping i1s a bad idea and bad for
democracy.

Sincerely,

Feras Alexander Klenk
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Julia Tackson

8500 Tabh Ct.
Bowie, Maryland 20720

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not belisve this requirement is necessary, Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance., The FBI is goinc far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
Bven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies should have built—in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Julila Tackson
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John Good

P.0.Box 475
Mount Desert, ME 04660

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20954

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required toc have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internat Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries Foar how
the FBI can collect information between sources 1ike phone companies and data
sources lTike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

John Cood
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Susan Page
4332 CR 1189
Hesperus, CO 81326

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
hew homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Susan Page
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Mal & Marybeth Michelson-Thiery

330 Owl Creek Road
Spencer, ny 14883

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring ali
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone c<ompanies and data
sources like e-mail. The FBI s agqressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our persanal communications. past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urae you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Mal & Marybeth Michelson-Thiery
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2723 Ashford Trail Drive
Houston, Texas 77082

March 18, 2004

FCC Chairman Michaei Powell
Federal Caommunications Commission
445 12th Street SW

Washington., DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actuaily build its systems around
government eavesdropping. It 1is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end~run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balances.

I understand that by requiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this saort of backdoor access have not bheen successful and
only created a rich opportunity for hackers,

Once again, I urge vou to oppose the dangergus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Kara K. Graul
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2113 Casement
Manhattan, Kansas 66502

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Scott Moritz
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305 Poage Ct H2
Lexington, KY 40515

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing tc express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companjes to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry te actually build its systems around
government eavesdropping. It is the equivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very caoncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect information between scurces 1ike phone caompanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. past
efforts to provide this sort of backdoar access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Paul May
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Chr1stonLer P. Gendron

801 Rosemont Ave
New Cumberland, pA 17070

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chajrman Poweil:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet <ommunication services be
regquired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very cencerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the wvery real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once agatn, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Christopher P. Gendron




